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° (U) Launch Data
Future IMINT launch dates are classified; dates to the nearest year are
usually SECRET. while dates to the nearest month and vears are typically

S//TK. (b)(1) -

o —(FSHTK/REL) Collection Information

_ The great majority of classified information in this category is classified (b)(1)

e (U) Mission Ground Statlons
The fact that IMINT operates satellite mission ground stations is
unclassified. Information that reveals general locations of those facilities
is SECRET. If the specific location of the ground station is revealed, that
data is treated as S/TK, (

(

(1)
(3)

gz |

I

o —(FSHFKHREE) MQEY&’M
“Standard” IMINT products are classified SECRET. Those same products

when associated with technical support data may be classified at a higher ‘
level.

—_
N N

b
' [are generally S//TK or TS//TK because theygbgg .
reveal a technical capability deserving protection.

o TSHTKHREL) Product Dissemination

'RFC IMS-0024 . 19 @
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e (U) Explmtatlon '
The “standard” IMINT product is SECRET (due to the need to make the
product available to the “warfighter”).  Generally speaking, the

._exploitation of the product is done at the SECRET level.

. (U) Communication (IMINT Related)
' The communications infrastructure supporting IMIN (b)(1)
b

Relay Satellites are necessary for near real-time IMINT operations — the
fact that we need and use them is unclassified. - The identification of a
specific relay used by an IMINT system is protected in the TK
compartment.

~+ (U) UpLink
IMINT command frequencies and characterlstlcs are protected in th

TALENT KEYHOLE compartment| ?
b

e (U) Down Link
IMINT telemetry ﬁequencws/charactenstxcs are protected in
KEYHOLE compartment

o SHFKHREE) Cross Link

Cross-links are communications paths between IMINT mission satellites
and relay satellites. The fact that we have and need them is unclassified.

" RFC IMS-0024 _ 20
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e (U) Terrestrial Communications :
(b)(3)

o (U) gmtographlc Egunpment ggse on the Program)

Classification varies from UNCLASSIFIED (the fact that the NRO uses

crypto equipment) to TALENT KEYHOLE (information/details related to

techniques, design or implementation of such equipment). Generally

. (U) FIA Activities
FIA is a future IMINT system and as such is generally protected in TK

channels. However, since the user community, developed the FIA |

rcquirements as active participants during pre-acquisition activities, some
FIA details normally protected at TK may be treated as SECRET or even
unclassified. '

o (U) EIS Activities
The IMINT Program Office, as a rule, protects future activities and

capabilities in the TALENT KEYHOLE compartment. The majority of

the Information Elements in this section are classified SECRET or TOP

SECRET TALENT KEYHOLE because EIS is a future system/capability.

Much of the information will not be protected in the TK compartment
land will be classified generally at the SECRET level in

order to make operational data available to a wider audience. ,

RFC IMS-0024 . o ) 21
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'1.6 (U) Classification Criteria

(U) In some instances IMINT information may be Unclassified or UNCLASSIFIED/FOR
OFFICIAL USE ONLY. Classified information about IMINT and its systems may be
exclusively TALENT KEYHOLE (TK), or SECRET COLLATERAL. As a general rule,
products, product characteristics and information revealing, or- contributing to an
understanding of, general program capabilities for collection tasking purposes should be
classified SECRET. Future capabilities information is most oﬁen controlled within the

TALENT KEYHOLE (TK) Control System.

1.6.1

1.62

(U) BYEMAN (BYE)

- (U) BYEMAN was an SCI compartment used to protect information revealing

sensitive sources and methods used in the research, development and operation of
space-based reconnaissance systems; program/project budget and funding details;
command and control capabilities and operations; key design, development and
technological details; and survivability and vulnerability of systems. BYEMAN
officially retired 20 May 2005, all data that was marked BYEMAN has been
recompartmented into the TALENT KEYHOLE control system. A

(U) TALENT KEYHOLE (TK)
(U) Inforthation controlled in the TALENT KEYHOLE Control System includes

budget and funding details, specific capabilities and related collection targeting

and tasking, data, and certain products of overhead collection.

. RFCIMS-0024 . 2
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1.6.3 (U) A Note About FOUO
(U) FOUO - For Official Use Only — is an administrative marking that is used to
limit dissemination of certain categories of unclassified information. It is not'a’
classification category, and does not afford any protection of classified
information. Its use should never be used, as a substitute for classification and the
marking can never be attached to information that is not otherwise

UNCLASSIFIED.

e (U) The NRO guidance for the use of FOUO is contamed in (NRO) Policy
Directive 50- 12 ,

1.7 (U) Changes to this Guide _

(U) The IMINT Program Classification Guide is under IMINT Configuration Control
(IMCCB). Changes to the document may only be made via the RFC process, and submltted

through the normal CCB process.

RFC IMS-0024 - ' , : 23
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U) Séction II

2.0 (U) Reference Documents

(U) The vfoll_owing documents are applicable to the IMINT security program as stated herein.
2.1 (U) Executive Orders’

2.1.1 ) Executive Order 12356
(U) (April 1982 — Effective August 1982) National Security Information.

Prescribes a uniform system for classifying, declassifying and safeguardmg

national security information.
(Revokes EO 12065 — Juné 1978)

2.12 (U) Executive Order 12951
(U) (February 1995) Release of Imagery Acquired by Space—based National

Intelligence Reconnaissance Systems.
Declassifies all imagery from CORONA, ARGON, and LANYARD.

Is used as the authority for imagery marking and declassification

2.1.3 (U) Executive Order 12958, as amended
'(U) (March 25, 2003) Classified National Security Informatlon
Prescribes a uniform system for classifying, safeguarding, and declassifying
national security information. EO 12958, as amended, provides the guidance used
to produce this document. ' '

2.2 (U) Director of Central Intelligence Directives (DCIDs)’
2.2.1 (U)DCID 6/6

(U) (April 1995) Security Controls on the Dlssemmatlon of Intelligence

Information.
Provides a policy stat_ement that reflects a risk management approach to the
dissemination of intelligence. Eliminates NOCONTRACT and WNINTEL.

2.3 (U) DoD Documents
1. (U) DoD Guide to Marking Cls,séiﬁed Documents, DoD 5200.1-PH

2.4 (U) NRO Related Documents.

1. (U)NRO Classification Guide, Version 6.0

! Note: Although, there are numerous Executive Orders and DCIDs, only the ones appltcable to this document have
been sighted above

RFC IMS-0024 S | - ' 24 -
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2.5 (U) Classification Sources:

1.

2.

(U) National GeoSpatial-Intelligence-Agency Imagery Policy Series

(U) Signals Intelligence Security Regulations (SISR)

(8)] Secuﬁty'implcmentation Plan for BYEMAN Compartmentation Restructure,
November 18 1993

) Implementatlon Plan for Further Decompartmentation and Declass1ﬁcat10n of
the National Reconnaissance Office, April 24, 1995

(U) Executive Order 12951, Release of Imagery Acquired by Space-Based Natlonal
Reconnaissance Systems, February 22, 1995

(U) Declassification of the terms “TALENT KEYHOLE” and the satellite mission
designator “KH” and their general relationship to intelligence, February 23, 1995

(U) Presidential Decision Directive/NSC-49 & NSTC 8: National Space Policy

September 14, 1996

2.6 (U) Program Document(s)

1.

RFC IMS-0024 : 25
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(U) Section VIII Appendixes
8.0 (U) Acronymé |

~SHIKHREL)-Classifying acronyms can sometimes be a tough call; fherefore we have removed the
portion markmgs from the acronym list. Acronyms are classified when the “context” in which they
sified fact. association. term, source and/or method! (b)(1)

(b)(3) ]

If you have questions on whether or not to
classifying an acronym, consult your Program Security Officer (PSO).

sD )] Demand Driven Dissemination of Digital Data ,

A/D ) Analog to Digital : : !
AFP ) Air Force Program

AFSCN ) Air Force Satellite Control Network

AFT (s Array Flight Test .

AFWA (%) Air Force Weather Agency

AMP 49)] All-Mode Processor

API (%) Activity Planning Item

ASPAM (9)] Atmospheric Slant Path Analysis Model

AWBC ) Alternate Wideband Communications (System)

BUCS (U)  Backup Control System

BYE ) BYEMAN (officially retired as an SCI control system) (b)(3)
C ) CONFIDENTIAL

CAAS ) Contracted Assistance and Advisory Service

CAS/PCD (I - Collection Activitv Schedule/Processine Control Data

CCF ) Communications Control Facility
CCs ) Command and Control System ‘
‘ CIA [(9)) Central Intelligence Agency

CIA/OD&E L) Central Intelligence Agency/Office of Development & Engineering

CIO ) Central Imagery Office — now known as CITO (Central Imagery Taskmg Office), a
component of NGA

CMG ) Control Moment Gyro

COMIREX ) Comimittee on Imagery Requirements and Exploitation — no longer exists,
function(s) performed by NGA

coMM a Communications

(b)(3)

COTS U) Commercial-Off-the-Shelf

CPAT . (U) . Collection Planning and Targeting

CPCI ) Computer Program Configuration Item

RFC IMS-0024 ‘
- _
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—TFOPR-SECGRETHAALENTKEYHOLE/RSENNOFORN/25X+

Computer Software Configuration Item

cscI )
CSD [13)] Covariance Suonort Data
D/A (19)] Digital to Analog
DCI ()] Director of Central Intelligence
DCID )] Director of Central Intelligence Directive
DDP ) Defense Dissemination Program
DDS 9)} Defense Dissemination System

"DEM )] Digital Elevation Model
DMSP ) Defense Meteorological Satellite Program
DNRO (U)  Director of the National Reconnaissance Office
DoD (U)  Department of Defense
DPE (9)) Data Provider Element
DP/F ) Data Processing/Facility
DSCS (U) = Defense Satellite Communications System

" DSM () Data System Modernization '

ECS (U)  Enhanced Collection System.
EELV ') Evolved Expendable Launch Vehicle
EIS 1Y) Enhanced Imaging System.
EO (U)  Electro Optical
EO 9)) Executive Order.
ESD (9)) Exploitation Support Data

-ESD L0)] Ephemetis Support Data
ESR ) Engineering Study Request
FIA -(U) Future Imagery Architecture
FOC ()] Final/Full Operating Capability
FOUO ) For Official Use Only
GCP ). Ground Collection Planning (and Targeting)
GEO (U) - Geostationary/Geosynchronous Earth Orbit
GGIS 19)] Global Geospatial Information Services
GPE ') Ground Performance Evaluation
GPS - (0)) Global Positioning System/Satellite
GPU t9)] Ground Privacy Unit
GRA ((9)] Gyro Reference Assembly
GRD ) Ground Resolved Distance
GRT 6)) Ground Real-Time (Support)
GSD ) Ground Sample Distance
GSR ) Glint Smear Reduction
HANU (9)] High Accuracy Navigation User (GPS)
HEO (U)  Highly Elliptical Orbit
HQ USAF/ ()] 'U.S. Air Force Weather Agency
XOW i
I1&W aL8)) - Indications and Waming
IS ) Imaging Satellite

RFC IMS-0024
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ICA ) Image Chain Analysis
IDP (1N Imascerv Derive Product
IMINT V) Imagery Intelligence
IMPS ') Irmagery Partial Segment
10C ((9)) Initial Operating Capability
IPCD [L0)] Image Process Control Data
JWICS ) Joint Woildwide’ 'Intelligence/Integrated Comnmunications System
KH ) KEYHOLE
LDT 9] Large Diameter Target
LEO ) Low Earth Orbit
LIR ((8)) -Laser Image Reconstructor/Recorder
LV ) Launch Vehicle
MASINT 1(9)] Measurement and Signature Intelhgence :
MC&G ()] Mapping, Charting & Geodesy
MCC (9)] Mission Control Center/Complex
MCS )] Mission Control Station

- MGS (9)] Mission Ground Station
MIND U). Mission Integration and Development
MLE () Mean Life Estimates
MMD ) Mean Mission Duration
MSD ()] Mensuration Stipport Data
MOA (9)] Memoranduin of Agreeriient
MSK )] Medium Shift Keying
NASA )] National Aeronautics and Space Administration
NGA ) National Geospatial-Intelligence Agency
NGA/IA ) NGA Imagery Analysis Office (formerly NPIC)
NIIRS ) National Imagery Interpretability Rating Scale
NIS L) New Imaging System
NOFORN '») Not Releasable to Foreign Nationals
NPIC (8)] National Photographic Interpretation Center
NRO ) National Reconnaissance Office -
NROL )] National Reconnaissance Office Launch
NRP 19)) National Reconnaissance Program
NSA (8)) National Security Agency
OCA ) - Original Classification Authority -
OD-4 ) Operating Division 4
ODPE . () Optical Data Provider Element

RFC IMS-0024
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Optical Sub-system

0s )
OSL 9)] Office of Space Launch
0SSO 19 Operational Support Office
P/L ) Payload
PO ()] Payload Zero
PDC [18)] Processing and Distribution Center
(b)(1)
(b)(3)
PP/F (U) - Photographic Production Facility
PSO )] Program Security Officer
PVM @O Pixel Variability Map
- R/F (U) . Receive Facility
R/S ((8)] Relay Satellite
, (b))
RF - ) Radio Frequency . ~ S (b)(3)
RMS ) Requirements Management System :
RMS IDMF [18)] Requirements Management System Integrated Development & Maintenance F acﬂlty
(b)(1)
RSEN w) Risk Sensitive (formerly RUFF Sensitive) (b)(3)
S , L) (Collateral) Secret _ . '
| F&MM_SEC&EILEALENJMXHQLE— b))
| (b)(3)
SCG ©) Security Classification Guide
SCIL L) Sensitive Compartmented Information
SCIF ) Sensitive Compartmented Information Facility
SECDEF ) " Secretary of Defense
SETA ) Support Engineering and Technical Ass15tance
SGLS (8)} Space Ground Link System
SIDS ) Secondary Imagery Dissemination System
SIGINT N (9)] Signals Iiitelligence
SOCOMM (9)] Special Operation Communications
sow (U) . Statement of Work
SPO (%) System Program Office
(b)(1)
STS ©) Shuttle Transportation System (0)(3)
SYERS ) Senior-Year Electro-Optical Reconnaissance System (See IPCG/ETP)
Sv. . ) Satellite Vehicle - v
TAS )] Transmission Activity Schedule
RFC IMS-0024
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TDPS (1 Transducer Data Processing Subsvstem

(b)(3)
TK ) TALENT KEYHOLE
TOT ) Time Over Target
TPAS )] Target Planning and Scheduling
TPED (9)) Tasking, Processing, Exploitation & Dissemination
TS ) TOP SECRET -
. TWT ) Traveling Wave Tube
TWT. ) Traveling Wave Tube Assembly
U ) UNCLASSIFIED
- USIGS ) United States Imagery and Geospatial Information System
VAFB )} Vandenberg Air Force Base o
.WBCS Uy Wideband Communications System ~
‘WBID (V)] Wideband Image WBID — Wideband Image Data _
(b)(1)
(b)(3)
RFC IMS-0024
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8.1 (U) Definitions

8.1.1 (U) Security Terms

(Table is UNCLASSIFIED/[EQEOF
Access to Classified " The ability and opportunity for an individual to obtain knowledge of
Information information that has been determined pursuant to EO 14291, or any

successor order, EO 12951, or any successor order, of the Atomic
Energy Act of 1954, to require protection against unauthorized
disclosure (EO 12968, Sec. 1.1(d))

Accreditation The formal approval of a specific place, referred to as a Sensitive
Compartmented Information Facility (SCIF), that meets prescribed
- physical, technical, and personnel security standards (DCID 6/1,
Glossary)
Also, official management authorization to operate an Automated
Information System (AIS) under various conditions. (DCID  6/3,
’ Annex C).

Agency Any “Executive agency,” as deﬁned in 5 U.S.C. 105, the mlhtary
departments,” as defined in 5 U.S.C 102, and any other entity within
the executive branch that comes into the possession of classified
information, including DIA, NSA, and the NRO. (EO 12968, Sec. 1.1

(a)
" Automated Information An assembly of computer hardware, software, or firmware configured
Systems " to collect, create, communicate, compute, disseminate, process, store,

or control data or information. (EO 12958, as amended, Sec. 4.1(f))

Automatic Declassification The declassification of information based solely on (1) the occurrence
of a specific date or event as determined by the original classification
authority or (2) the expiration of a maximum time frame for duration of
classification established under EO 13292. (EO 12958, as amended,

Sec. 3.3(a))
BYE Security Control A former DCI Security Control System that protects key, specific and
System , fragile details of reconnaissance satellite design and operation.
' ‘ Offi czally retired - May 20, 2005 ' :
Classification Guide A documentary form of classification guidance issued by an ongmal

classification authority that identifies the elements of information
regarding a specific subject that must be classified and establishes the
level and duration of classification for each such element. (EO 12958,
as amended, Sec. 6.1(g))

Classified National Security Information that has been determined pursuant to EO 12958, as
Information amended or any predecessor order to require protection against
‘ unauthorized disclosure and is marked to indicate its classified status

when in documerntary form. (EO 12958, as amended, Sec. 6.1(h))

RFC IMS-0024 ‘ N
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Declassification Authority

D’eclassiﬁcati_on Guide

Derivative Classification

RFC IMS-0024

(Table is UNCLASSIFIEB#FEOU6Y

Any of a series of designated words or terms used with a security
classification to indicate that the material classified was derived
through a sensitive source or method. Constitutes a particular type of
SCI, and is therefore accorded 11m1ted distribution. (DoD S-5105.21-

M-1)

‘Information identified as National Security Information under the .

provisions of EO 12958, as amended but which is not subject to
enhanced security protection required for Special Access Program

Information (DoD 5200.1-R)

A system which strictly controls the dissemination, handling and
storage of a specific class of classified information, limiting access to
individuals with a specific need to know, in order to protect sources
and methods. (NSA/CSS Classification Manual 123-2, Chapter 1)

'Unauthorized disclosure of classified information (DoD 5200.1-R)

Applied to information, the unauthorized disclosure of which
reasonably could be expected to cause damage to the national security
that the original classification authority is able to identify or describe.
(EO 12958, as amended, Sec. 1.2 (a)) :

Harm to the national defense or foreign relations of‘ the US from the
unauthorized disclosure of information, to include the sensitivity,
value, and utility of that mformatlon (EO 12958, as amended, Sec 6. 1

1))

The authorized change in the status of information_ from class1ﬁed
information to unclassified information. (EO 12958 as amended, Sec.

6.1 (k)

The official who authorized the original classification, if that ofﬁc1al is’
still serving in the same position; The originator’s current successor in
function; A supervisory official of either, or Officials delegated
declassification authority in writing by the agency head or the senior
agency official. (EO 12958, as amended, Sec. 6.1 (1))

Written instructions issued by a declassification authority that
describes the elements of information regarding a specific subject that
may be declassified and the elements that must remain classified. (EO
12958, as amended, Sec. 6.1(m)) - :

The incorporating, paraphrasing, restating, or generating in new form
information that is already classified, and marking the newly developed
material consistent with the classification markings that apply to the
source information. It includes the classification of information based

on classification guidance. (EO 12958, as amended, Sec 6.1(n))
'
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Decompartmentation
Downgrading

Intelligence Commiinity

Intelligence Sources and
. Methods
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National Security
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Original Classification
Original Classification
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(Table is UNCLASSIFIED/[FOS&)——

The removal of information from a compartmentation system without
altering the information to conceal sources, methods or analyt1ca1
procedures. (SISR, Vol. I, Section 1)

A determination by a declassification authority that inforrhation
classified and safeguarded at a specified level shall be classified and
safeguarded at a lower level. (EO 12958, as amended, Sec. 6.1 (p))

. Refers to the following agencies or organizations: CIA; NSA; DIA; the

offices within the DoD for the collection of specialized national foreign
intelligence through reconnaissance programs (including NRO);
Bureau of Intelligence and Research, Department of State; the

1intelligence elements of the Army, Navy, Air Force, Marine Corps,

FBI, Treasury, and Energy; and thé staff ¢lements of the DCL. (EO
12222, 3.3(f))

The classified sources and methods the DCI protecfs under Section 102 |
of the National Security Act of 1947 and EO 12333 (DoD $-5105.21-

M-1)

The review for declassification of classified information in response to
a request for declassification that meets the requirements under Section
3.6 of EO 13292. (EO 12958, as amended, Sec. 6.1 (w))

The national defeiise or foreign relations of the US. (EO 12958, as
amended, Sec. 1.1(a)) '

“Dissemination and Extraction of Information Controlled by
Originator.” This marking may be used only on classified intelligence
that clearly identifies or would reasonably permit ready identification
of intelligence sources or methods that are particularly susceptible to
countermeasures that would nullify or measurably reduce their
effectiveness. (DCID 6/6, Section 10.1)

The initial determination that information requires, in the interestr _of_
national security, protection against unauthonzed disclosure. (EO

' 12958, as amended, Sec. 6.1 (b))
~ An individual authorized in writing, either by the President or by .

agency heads or other officials designated by the President, to classify
information in the first instance that, in the interest of national security,
requires protection against unauthorized dlsclosure (EO 12958, as

amended, Sec. 6.1 (¢))

Measures and conttols that are prescribed to protect classified
information. (EO 12958, as amended, Sec. 4.1(a))

ERC
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SCI Control System

SECRET
Special Access Programs

TK

‘TOP SECRET

Unauthorized Disclosure -
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(Table is UNCLASSIFIEB#EOTO)

The system of procedural protective mechanisms used to regulate or
guide each program established by the Director of Central Intelligence
as Sensitive Compartmented Information (SCI). A Control System
provides the ability to exercise restraint, direction, or influence over or
provide that degree of access control or physical protection necessary
to regulate, handle, or manage information or items within an approved

program. (DCID 6/1)

| Applied to information, the unauthorized disclosure of which

reasonably could be expected to cause serious damage to the national
security that the original classification authority is able to identify or
describe. (EO 12958, as amended, Sec. 1.2 (a)) ' ‘

A program established for a specific class of classified information that.
imposes safeguarding -and access requirements that exceed those
normally required for information at the same classification level. (EO
12958, as amended, Sec. 6.1 (k)) :

. TALENT KEYHOLE. A DCI special access control systerh for

compartmentation of information related to, or derived from, satellite
reconnaissance systems, and products. (SISR, Vol II, Section II)

. Applied to information, the unauthorized disclosure of which

reasonably could be expected to cause exceptionally grave damage to
the national security that the original classification authority is able to
identify or describe. (EO 12958, as amended, Sec. 1.2 (a))

A communication or physical transfer of classified information to an

unauthorized recipient. (EO 12958, as amended, Sec. 6.1 (1_1))

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145 (b)(3)

0\0

<

Q"g

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145 (b)(3)

0\0

<

Q"g

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145 (b)(3)

0\0

<

Q"g

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145

Q”°

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145

Q”°

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145

Q”°

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145 (b)(3)

0\0

<

Q"g

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145

Q”°

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145

Q”°

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145 (b)(3)

0\0

<

Q"g

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145

Q”°

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145 (b)(3)

0\0

<

Q"g

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145 (b)(3)

0\0

<

Q"g

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145 (b)(3)

0\0

<

Q"g

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145 (b)(3)

Q”°

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145

Q”°

Approved for Release: 2018/12/21 C05102145



Approved for Release: 2018/12/21 C05102145

Q”°

Approved for Release: 2018/12/21 C05102145



	0005102145_0001
	0005102145_0002
	0005102145_0003
	0005102145_0004
	0005102145_0005
	0005102145_0006
	0005102145_0007
	0005102145_0008
	0005102145_0009
	0005102145_0010
	0005102145_0011
	0005102145_0012
	0005102145_0013
	0005102145_0014
	0005102145_0015
	0005102145_0016
	0005102145_0017
	0005102145_0018
	0005102145_0019
	0005102145_0020
	0005102145_0021
	0005102145_0022
	0005102145_0023
	0005102145_0024
	0005102145_0025
	0005102145_0026
	0005102145_0027
	0005102145_0028
	0005102145_0029
	0005102145_0030
	0005102145_0031
	0005102145_0032
	0005102145_0033
	0005102145_0034
	0005102145_0035
	0005102145_0036
	0005102145_0037
	0005102145_0038
	0005102145_0039
	0005102145_0040
	0005102145_0041
	0005102145_0042
	0005102145_0043
	0005102145_0044
	0005102145_0045
	0005102145_0046
	0005102145_0047
	0005102145_0048
	0005102145_0049
	0005102145_0050
	0005102145_0051
	0005102145_0052
	0005102145_0053
	0005102145_0054
	0005102145_0055
	0005102145_0056
	0005102145_0057
	0005102145_0058
	0005102145_0059
	0005102145_0060
	0005102145_0061
	0005102145_0062
	0005102145_0063
	0005102145_0064
	0005102145_0065
	0005102145_0066
	0005102145_0067
	0005102145_0068
	0005102145_0069
	0005102145_0070
	0005102145_0071
	0005102145_0072
	0005102145_0073
	0005102145_0074
	0005102145_0075
	0005102145_0076
	0005102145_0077
	0005102145_0078
	0005102145_0079
	0005102145_0080
	0005102145_0081
	0005102145_0082
	0005102145_0083
	0005102145_0084
	0005102145_0085
	0005102145_0086
	0005102145_0087
	0005102145_0088
	0005102145_0089
	0005102145_0090
	0005102145_0091
	0005102145_0092
	0005102145_0093
	0005102145_0094
	0005102145_0095
	0005102145_0096
	0005102145_0097
	0005102145_0098
	0005102145_0099
	0005102145_0100
	0005102145_0101
	0005102145_0102
	0005102145_0103
	0005102145_0104
	0005102145_0105
	0005102145_0106
	0005102145_0107
	0005102145_0108
	0005102145_0109
	0005102145_0110
	0005102145_0111
	0005102145_0112
	0005102145_0113
	0005102145_0114
	0005102145_0115
	0005102145_0116
	0005102145_0117
	0005102145_0118

